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NIH Security Authorization Tool (NSAT) Entity Creation Form 
Instructions for Completion of Form
1.  Enter the full name of the Entity.  For a TPWA, contact the OSOP at 301-451-3426 or e-mail at privacy@mail.nih.gov to determine if an NIH-level TPWA PIA has been conducted.  If    
     not, enter the full name of the TPWA and proceed to step 2.
 
2.  Include existing NSAT users who will need access to edit or review the system information. New user? Fill out the NSAT User Request Form.
 
3.  Enter the User's Name and the AD Account ID (User ID) and use the drop down box to select the Role. 
         i. Read Only - Grants the user the ability to review system information but may not save any changes. 
         ii. Full Access - Grants the user the ability to modify and save system information for their entire IC. 
         iii. System Specific - Grants the user the ability to modify and save system information to only their assigned systems.
         iv. Privacy Roles - Grants Read Only, Full, or System Specific Access for a Privacy Officer.
 
4.  The completed form will be emailed to the NSAT Support Mailbox or you may fax the signed completed document to (301) 402-4464.
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